IEEE 2019 International
Conference on Computer Vision

R LCCV 2019
y 2 Seoul, Koveo

DUP-Net: Denoiser and Upsampler Network for 3D Adversarial Point Clouds Defense
Wenbo Zhou  Nenghal Yu

University of Science and Technology of China

Hang Zhou  Kejiang Chen  Weiming Zhang  Han Fang

Analysis
1. Why i1s SOR layer effective?

Ratio of adv-points in the removed point set:

Experiments
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* Optimization-based: « Adversarial training
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Figure 2: Comparison of pgor and pgrs Under [, and Hausdorff loss based targeted

Slow runtime/High attack success rate adversarial examples, respectively. The ratio € is set with 0.04.
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